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Executive summary

This paper provides information about how to set up the Dell DR Series Deduplication Appliance as a
backup target for CA ARCserve R16. This paper is a quick reference guide and does not include all DR
Series Deduplication Appliance deployment best practices.

See the DR Series Deduplication Appliance documentation for other data management application best
practices whitepapers at http://www.dell.com/support/troubleshooting/us/en/04/Product/powervault-
dr4100, under "“Manuals & Documentation”.

Note: The DR Series Deduplication Appliance/CA ARCserve build version and screenshots used for this
paper may vary slightly, depending on the version of the DR Series Deduplication Appliance/ CA
ARCserve software version used.
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1 Install and Configure the DR Series Deduplication
Appliance

1. Rack and cable the DR Series Deduplication Appliance, and power it on.

2. Pleaserefer to Dell DR Series Systern Administrator Guide, under sections of "iDRAC Connection’,
"Logging in and Initializing the DR Series System”, and “Accessing IDRAC6/Idrac7 Using
RACADM?’ for using iDRAC connection and initializing the appliance.

3. Login to iDRAC using the default address 192.168.0.120, or the IP assigned to the iDRAC
interface. Use user name and password of "root/calvin”.

apsons

! poeoeeon} §

4. Launch the virtual console.

System Summary - o 2

.,f
i
F3
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5. After the virtual console is open, log in to the system as user administrator and the password
StOr@ge! (The "0" in the password is the numeral zero).

6. Set the user-defined networking preferences.

Jould you like to se DHCP (yes~sno)d
an IF address:
~ a subnet mask:
» a default gateway address:
~ a DNS Suffix (example: abc.com):
» primary DNS server [P address:
you like to define a secondary DNS server

> enter secondary DNS s r IP address:

7. View the summary of preferences and confirm that it is correct.

Set Static IP Address

IP Address 18.18 .86. 148
Network Mask

Default Gateway 18.18.86.126
DNS Suffix idmdemo . local

Primary DNS Serwver 18.18.086.181

Secondary DNS Serwver 143.166.216.237

Host Name DR4888-5

fire the above settings correct (yessmod) 7 _
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8. Log on to DR Series Deduplication Appliance administrator console, using the IP address you just
provided for the DR Series Deduplication Appliance, with username administrator and password
StOr@ge! (The "0" in the password is the numeral zero.).

e =
@ e 1921682250 Enter User Defined IP Address
= [ snegic B BT

[E

DAL ohiooe
DR4000-DKCVES1

Login Hesul Password
Pioase onter your password:

Usermama: administrator

Log in

9. Join the DR Series Deduplication Appliance to Active Directory.

Note: if you do not want to add DR Series Deduplication Appliance to Active Directory, please see the DR
Series Deduplication Appliance Owner's Manual for guest login instructions.

o Select Active Directory from the menu panel on the left side of the management interface.

ml DR4100 Help | Log out
DavidD-SW-01 =

Dashboard

Dashboard
| System State: optimal || HW State: optimal | Number of Alerts: 0 Number of Events: 1562

Statistics: Replication Capacity Storage Savings Throughput
Storage

Containers
Replication
Compression Level

Zoom: 1 18 52 Im 1y ) Zoom: 1 12 52 Im Iy )

Physical

Clie
Schedules
Replication Schedule

Cleaner Schedule

‘System Configuration
Networking
I Active Directory
Local Workg Used (25.0 Gig: M Read
Email Al M Free (142.0 GiB Write
Admin Contact Info
Password System Information
Email Relay Host
Date and Time Product Name: DR4100 Total Savings 26.42%
Support SyStem Name: ... DavidD-SW-01 Total Number of Files in All Containers: ... 188 (7
Software Version: . <o 21.0163.0 Number of Containers: 8
are Upgrade Current Date/Time: ............. ThuJul 4 19:49:37 2013 Number of Containers Replicated 0
License Current Time Zone: UsiPacific Active Bytes 33GiB (7

Cleaner Status Idle

Copyright ® 2011 - 2013 Dell Inc. Al rights. reserved

Setting Up Dell™ DR Series Deduplication Appliance Disk Backup Appliance on CA ARCserve | January 2014



e Enter your Active Directory credentials.

DRA4100 Help | Log out
DavidD-SW-01 .

Dashboard " : i
g Active Directory Join

Health Settings
u
Container The Active Directory settings have not been configured. Click on the “Join' link to configure them,
Replication

Storage Active Directory Configuration

nitain:
Replication © = fislds are y ) )
Demain Name (FODH)" | Enter Active Directory
u: 5 .
Jie Credentials
Password
Cleaner Org il
‘System Configuration
Networking Cancel Join Domain

| | WDavidD-8W-01 ocarina localWind CAZY
\iDavidD-S\W-01.0carina localWWindCA3Y

\DavidD-S\W-01.ocarina localWindnew!

Copyright © 2011 - 2013 Dell Inc. All rights reserved

10. Create and mount the container. Select Containers in the tree on the left side of the dashboard,
and then click the Create at the top of the page.

ML DR4100 Help | Logout
DavidD-SW-01 =

Dashboard

Containers
Number of Containers: 8 Container Path: icontainers
ainer Containers Files NFS CIFS RDA Replication Select

Replication New_Container ] Mot Configured
NN o v 4 Mot Configured
RP 7 ' Mot Configured
savauto 31 v Mot Configured
WinCA ag v Mot Configured
WindCA2 0 v Mot Configured
Cleaner Schedule WindCA3 24 v Mot Configured
System Configuration Windnew 19 v Not Configured

Networking

Active Directory
Local Workgroup
Email Alert
Admin Gontact Info
Password

Email Relay Host
Date and Time
Support

Diagn

Software Upgrade
Lice

Copyright @ 2011 - 2013 Dell Inc. All rights reserved.
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11. Enter a Container Name and select the Enable CIFS/NFS check box.

DR4100

DavidD-SW-01 Help | Log out

|- BRiE Create New Container:

Alert:
* = required fields
SRl Choose the type of containerto create ((NFS andior CIFS) or RDA) 55
Health . ) ntainers
Container Name: M Name the Container - and
ge) |
SRl Marker Type”: © Mone @ Auto © Commivault ©) Networker ©) TSI ARCserve (7 i
EUEL Connection Type” © None @ NFS/ICIFS © RDA (7
NF3 CIF3
NFS access path: 10250 242 38:/cogtainers CIFS share path: W10.250 242 38\
Use NFS to backup UNIX or LIK Use CIFS to backup MS Windows clients
[¥]Enable NF3 [¥]Enable CIFS
Client Access: Client Access:
[T Open Access (all clients have access) [T Open Access (all clients have access)
Add client (IP or FQDM Hostname) dd clients (IP or FQDN Hostname)
Clients: Clients
, 2
MFS Options
@ w [[linsecure
7 ro
WMap rootto:
-select- E‘
Cancel Create a New Container
Copyright ® 2011 - 2013 Dell Inc. All rights reserved.
12. Click Create a New Container. Confirm that the container is added.
DR4100
- Hel| Log out
DavidD-SW-01 Lo
Dashboard -
Containers Create |
Alert
Even
Health | Message
. - y added i "Hew_C iner”.
Container v y enabled "New_C * with the following marker(s)
Replication "Auto™.
Storage
Containers Number of Containers: 8 Container Path: /containers
Replication
Compression Level Containers Files NFS CIFS RDA Replication Select
Clie MNew_Caontainer 0 Not Configured
Schedules NN 0 v v Not Configured
Replication Schedule
RP 7 4 Mot Configured
Cleaner Schedule
System Configuration savauto 3 v Not Configured
Networking WinCA ag v Not Configured
Aclive Directory Windcaz 0 v Not Configured
Local Workgroup U
Email Alert WindcA3 24 v Mot Configured
Admin Contact Info windnew 19 v Mot Configured

Password
Email Relay Host
Date and Time

Software Upgrade
Lice

Copyright @ 2011 - 2013 Dell Inc. All rights reserved.
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13. Click Edit. Note down the container share/export path, which you will use later to target the DR
Series Deduplication Appliance.

DR4100

DavidD-SW-01

B - Dashboard . L
) o Containers Create | Edit | Delete | Display Statistics

Edit Container: NN

tainers

* = required figlds

Marker Type”: © None @ Auto © CommVault

Connection Type”. © Mone @ NFSICIFS O RDA
NFS

CIES
¢E5 access path: 10.250.242 3B:fcontamer@lN CIFS share path: W10.250.242 29NN

Use NFS to backup UNIX or LINUX clignts Use CIFS to backup IS Windows dlients
[#]Enable NFS [¥] Enable CIFS

Client Access Client Access
Open Access (all clients have access) Open Access (all clients have access)

MFS Options:

tworker O TSM ) ARCserve

[Clinsecure

Iap root to:

root Iz‘

Cancel Madify this Container

Copyright ® 2011 - 2013 Dell Inc. Al rights reserved.

14. Click Cancel to exit.
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2 Create Disk-Based Target Device on CA ARCserve

2.1 Procedure for the Windows Environment

1. Open CA ARCserve Manager. In Navigation pane expand Administration, Click Device.

¥ Ca ARCserve Backup - [Device] [_ ol x]
£ File QuickStart View Device Window Help NEES|
a x Job Tape DE >
390 TVARWW2KS-02 906 %2 5‘23 H % % % g
2 Cloud Conne. .. | Cloud-based... Disk-based ... | Device Groups  Group Pra... | Browse Clou... Scan Device:

e
E -5, TWANM/-RHELE-D1
[Protection & Recovery | |
[Administration | |
@ Server Admin

Central Agent Admin

Device I

There are na items to show in this view

@l

Device Configuration

P 3

[ | 1y Manage Cloud

@ Device Wizard * Connections...

B Se Infe i

@ Device Group -r; Manage Cloud-based EHEE SRS

Configuration * Devices... Server Name IVANW-W2KE-02
Server Type: Wind P 5
)| media Pool e ———ll L EL | windows primary server |
* Devices...
Database 5 Manage Device
[ * Groups...
@ Alert
- Manage Device Group
‘ Properties...

£| user profile s

] i Browse Cloud

ﬁ Agent Deployment  Folder...

T — i scan Devices
p— R

Y =

[ [ |Default Server:TVANW-W2KE-02 [1:40 AM

| what's New in CA ARCserve D2D for Windows ri6.5 Update 17

(%]
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2. Select a Server - > Click Disk-Based Device

ARCserve Backup - [Device] [_[O]x]
QFHB Quick Skart  Wiew Device Window Help (=1

AN N H o606 & &1 @ = B =

2 Cloud Conre... | Cloud-based.. § Disk-based ... | Device Groups  Group Pro... | Browse Clou...  Scan Device:

Quick Start &
Monitor & Reports E

Protection & Recovery i

nage Disk-based Device

There are na items to show in this view

Administration E

Server Admin

Central Agent Admin

— P "

Device Configuration

2
g Manage Cloud
=
&

=1-]

Device Wizard * Connections...

Device Group Server Information

Manage Cloud-based
Configuration

* Devices... Server Mame IVANW-W2K8-02

Server Type:
Media Pool . Manage Disk-based ‘ ¥Pp | Windows Primary Server |
* Devices...

Database

Manage Device
“~ Groups...
Alert

9

+: Manage Device Group

i * Properties...
gx) User Profile s
] ; Browse Cloud
ﬁ Agent Deployment - Folder...
T — 3 Sean Devices
e
w -
Manage Disk-based Device | 1:40 AM
echnologies serve rogram 3.0 Sets New Standard for Simplicity and Service Provider Enablemen +
£ CA Technol ARC: MSP P 3.0 Sets New Standard for Simplicity and 5 Provider Enabl it =

3. Select Windows File System Devices - >Enter a Device name, Description, DR container share
path as Data File Location.

A& ARCserve Backup - [Device] _[O]
B Fle QuickStart Yiew Device Window Help —18] x|
a1 x Job Tape DE 5 el
R } AR W 2KE 12 o6 | » & a = & =) £
A Cloud Conne... | Cloud-based. .. | Diskbased ... | Device Groups  Group Pra... | Browse Clou...  Scan Device:

EET—

(=) G| THANv-#2KE-0Z

o i X - There are no items to show in this view
Monitor & Reports i 5 Ivanw-RHELE-01

. ;) -based Devices Conl
Protection & Recovery

Administration Disk-based Devices #dd Remove | Secuiity. |
% Server Admin [Device Mame [ Description | Data File Location | Index Fils Location | Group Mome | Tape Mame | tol Sz

£ Windows File System Devices

10,250,242, 128 b

Central Agent Admi CIFS___FS Description 1

) Deduplication Devices

EM

@M
1
&
k]

Device Group
Configuration

rimary Server
Media Pool v

Database

Alert

< Back I Mext > I Cancel Help

User Profile

Browse Cloud
2| Agent Deployment Folder...
= ¥ Scan Devices
¥ -
[ [ |Default Server IvANW-W2KS-02 [1:41 8M
.| CA ARCserve® Family of Products r16 Release 7 =
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4. 2.1.4 Click on Security... Enter credentials of domain , click OK

Q File Quick Start  View Device ‘Window Help =& 5[
1 x Job Tape DB >
ER [Frerwrerzans 1060 | > & a N B ke =
-3 Cloud Conne. .. | Cloud-based... | Disk-based ... | Device Groups  Group Pro... | Browse Clou..,  Scan Device:

A
quckstat | NIR

- GH IYANW-W2KE-02
e = ] u There are no items to show in this view
Monitor & Reports i E El gfh:}imﬂﬁ ot
R —
Protection & Recovery

(Administration | Disk-based Devices: Add I Remove

] Windows File System De

Security.

Server Admin

Pleaze specify sccount ta access this File System Device:
Central Agent Admi & crFs FS Descriptic 112,54 GB
[=] Deduplication Devices [~ Use ARCserve System Account [default)

User Mame: I— =
Domain Iﬁ
Password: I—
Canfirm Password: I—

rimary Server

Device

Device Configuratig
Device Wizard

Device Group
Configuration

Media Pool

Database

& [@|® i@ @]

Alert

< Back I Mext > Cancel Help

User Profile

5, Manage Device Group
Properties...

@

Agent Deployment

“i; Browse Cloud

e — 4 Folder... _
Support Feedback i Scan Devices
¥ -
[ [ [Default Server: TWANW-WW2KE-02 [ [5:32PM
m CA ARCserve® D2D r16 Update 7 and CA ARCserve® Central Application r16 Update 7 :: Mew!!! End-to-End Bookshelf @
5. Click Finish.
CA ARCserve Backup - [Device] ol x|
Q File  Quick Start  Wiew Device ‘Window Help _|5 5[
3 x Job Tape DE % % g ks
2350 [Ferwwzke e Nlo06 & S = E5
a Cloud Conne... | Cloud-based... | Disk-based ... | Device Groups  Group Pro... | Browse Clou...  Scan Device:

kst | || R

—— =g IVANW-W2KE-02

R - . i There are na itemns to show in this view
Moritor & Reports | | I

Disk-based Devices Col ¥ ANW-W2ZKS-02.
Protection & Recovery
Administmtion | ‘You have configured your Disk-based Devices as follows:
) Device Name I Description I Data File Lo... | Index File L. | Group M... | TapeMa.. | Repoit
% Server Admin = Windows File System Devices

Central Agent Admi [CI# oFs F5 Descri 41025024 FGRFO 1141841 Add - Successiul
Lentral Agent Admi

Device

|»

Device Configuratig

Device Wizard

Device Group
Configuration

Media Pool

@ [ [ eh @

rimary Server

Database

Alert

@

< Back I Finish I Cancel Help

Manage Device Group
Properties...

User Profile

Agent Deployment

&

: Browse Cloud

T — Folder... |
Support Feedback i sean Devices
¥ ] -
[ [ |Diefault Server:TVARW-WZKE-02 5:33 P
ﬁ ‘We value your ideas and suggestions @
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2.2 Procedure for the Unix/Linux Environment

Note:

Make sure that you can mount/verify the NFS share from the UNIX/Linux client system. Please see
Appendix A.1 for how to mount/verify the NFS share.

The procedure for the Unix/Linux Environment is very similar to the procedure for the Windows
Environment. The only difference is that DR container NFS export path is used instead of a UNC path, as

described below, for Data File Location.

For other details, please refer to 2.1 Procedure for the Windows Environment.

"7 CA ARCserve Backup - [Device] _ O] x|
g File Quick Start  View Device ‘Window Help |5 x|
I X Job Tspe DB =5 3
i a i EL’ | TN A 2K E-02 =l @ @ @ - H % @ %
R Cloud Conre... [Cloud-based ... | Disk-based ... | Device Groups  Group Pro... | Browse Clou...  Scar
Quick Start i EI@ Servers PNFS
S - IVANW-WEKE-0Z

Monitor & Reports Disk-based Devices Configuration<I¥ANY-RHELG-D1 =
Protection & Recove Disk-based Davices: Add | Remove | Secuiity |

Administration Device Name I Description | Data File Location | Index File Location | Group Mame | Tape Name | vol Size

5] UNIX/Linux Data Mover File System Device
Server admin PSR | — R CRES

Central Agent Ac

Device

Device Configuri

Device Wizard

Device Group
Configuration

Media Pool HELG-01
x Data Mover
Database
< Back I Mext » I Cancel Help |
Alert

User Profile i~ Refresh

erapia]”, ]l ]

2@
|

| Support H Feedback

¥

L

[ |Default Server: IVANW-W2KE-02 [ [1:33 am
f‘:;’ CA ARCserve® D2D r16 Update 7 and CA ARCserve® Central Application ri6 Update 7 :: New!!! End-to-End Bookshelf

[P
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3 Create a New Backup Job with DR Series Deduplication
Appliance as the Target

1. Inthe Navigation pane, click Quick start -> Backup. Then in right side panel, on Start tab, set
Select backup types as Normal backup for both CIFS and NFS backup.

™ CA ARCserve Backup - [Backup] [_[O]
‘q File Quick Start Yiew Backup ‘Window Help =& 5[
® 4 2K 3 x Job Tape DE o
IWAN WS 2K B-02 - @ @ @ @ El o
A Submit | Options et
i m Source | Schedule | Destingtion |
_ﬂl] Job Status
Select backup types
Backup & Momal backup
B accuve C Dt b ARCZ: = BACKUP
— technologies
= € LIMIXALinux Data Mover hackup
\]‘? Restore
% Server Admin [~ Enable Synthetic Full Backup Backing Up Data
I [" Enable staging You can use CA
“@ Dashhoard A . ARCserve Backup
B4 Lets yau configure staging backupjobs. il 40"p 2 e up all of Backup Server
Infrastructure ‘when you click this option, the Staging lients at
T Location and Policies tabs appear your ciients a
= once, back up s
! enly your local %
host, or select
e the hosts you
[Protection & Recovery | | wish to back up,
including
Adminlstration B individual data
MOVer servers. \ =
T —
Note: In order to y =
select objects ‘L #
Most Recently Used residing on 1 Backup "
servers for b Tape Device
Server Admin backup, you
Restore must first enter Agent
Backu, the servers into
%E the Client Database. The CA ARCserve Backup software must be running to add
Device servers to the database.
Su rt ” Feedback
Liliais ik Use the Backup Manager to: [~ |
¥
[ [ |Default Server:Ivanw-waKe-02 EET
[} CA ARCserve® Family of Products ri6 Release 7 =
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2. On Source tab, select backup source files.

CA ARCserve Backup - [Backup] M= &3
.. File Quick Start  View Backup Window Help = 1'
ﬁ a =4 E’ X Job Tape DE @ ? ﬂ

[ 2K 8-02 -
= @ @ @ Submit
M! Start 3 m Schedule = | Destination = |

Job Status

Wigw

Options  Filker

Backup 1 G WA Servers hame Type Last Modified Date
- [l 5 Mac 05 ¥ Systems FER Walume

Archive [l [ 5% UNIR{Linux Systems o ) System State
- Ll 3 AS400 Systems Hl [F}0a ARCserve Backup Datahase

Restore 01 5% VMS Systems

Server Admin -l A 3
1 L DAVIDD-W2KE-02 ( 0.0.0.0)

B oo Wa WA-Tat

|- ol @ CA &RCserve D20 Servers

Dashboard =
3
- L [EH CA ARCserve DED Proxy Servers
+
3

L 2re~ Y

Infrastructure
sualization

O () VMware Systems
- £ £7 Micrasaft Hyper-Y Systems

Monitor & Reports !

- 1 ¥ Preferred Shares/Machines
Protection & Recovery ! LI ) Metwark |

g0 Exchange Organization d _)I
! IVANW-W2K8-02 ( 0.0.0.0) =
M! ‘You must install and license the Agent for Open Files to browse and back up

-

)
L)

m

WSS writers.
Most Recently Used Properties

e Add nal Information

Job Status u

Backup aue IVANW-W2KB-02

Device
| Support H Feedback

¥ 4| | =

[ |Default Server:TvANW-W2KS-02 B
m Rethinking Backup in a Multifaceted World Q

3. On Schedule tab, set a Custom Schedule or Use Rotation Schema, and Backup Method

CA ARCserve Backup - [Backup] =]
'¢FI|E Quick Start  Wiew Backup ‘Window Help 17 x|
28 2 L) LI Job Tape DB 24

IIVANW-W2K8-EIZ vl D99 @ El o
A Submit | Options  Filker Wien
M! Stat = | Souce G AL GWEYE Destination |

jﬂ] Job Status -
= 1+ Custom Schedule " Use Rotation Scheme
‘ Backup
@ Archive Repeat Methad |Once -

=
wiq Restore
% Server Admin
% Dashboard

Infrastructure
sualization
Monitor & Reports B
Protection & Recovery !
Administration !
E—
' Full [Keep Archive Bit)
Most Recently Used " Full [Clear Archive Bit)
© Incremental

Server Admin € Differential

Restare

Backup

Device 3

™ Use wORM Medis
Feadback
pport | 1 \
E|
[ [ |Default Server: IvANW-W2KE-02 [E:L1PM
f’_:j Rethinking Backup in a Multifaceted World Q
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4. On Destination tab, select destination device that is created on DR. Click Submit.

ARCserve Backup - [Backup]
‘F\'E Cuick Stark  View Backup  Window Help

@3@5:1 ”ng%% =

rS Subrmit

=] 3
=&l

Options  Filker ‘

Wiew

E Start }|Soulce >

Job Status

™ Multistearing  #ax Humber of Streams | E: ™ Use Any Group Media: |
Backup I™ Multiplesing Group |PGRPO Media pook | - E
Archive g Servers E <Device: 2> 11/18/13 1:31 AM

GE| TVANW-W2KE-02

Restore

Server Admin

Dashboard

Infrastructure
isualization

T pareo B
T —— N
T — e 2
T—

Most Recently Used

Manage Cloud-based EH W D T

Devices...

Group Name PGRPO

| Regular group ‘

Group Type
Manage Disk-based | LIEE

Devices...

Server Admin

Device Information

Restore Manage Device
e Groups... CIFS \410.250.242.126\backup), b
Backup
Device Manage Device Group
|| — | Properties...
Su| rt Fee |
ppo v 4 _PI Browse Cloud ;I
[ [ |Default Server:TvaANW-W2KE-02 |g:12 M
m ‘We value your ideas and suggestions @
5. In Security and Agent Information window, choose an agent server, click OK.
A ARCserve Backup - [Backup] 1Ol x|
'. File Quick Start  View Backup ‘Window Help _|El ﬂ

2890 i

Job Tepe DB

- IIVANWVWZKS—M - @ @ @
IS .

Submit | Options  Filker

Source }l Schedule

paosans I” Multistreaming iz Murber of Strearms E; ™ Use Any Group Media: |
Backup I~ Multiplexing Group [FGRFT Media poot: I—LIE
Archive =) g Servers F <Device: 2= 11/18/13 1:31 AM
(=G T¥ANW-YW2KE-02
Restore (1215 Security and Agent Information

& eanswe-r

Server Admin

Dashboard

¢ B4

Infrastructure
sualization

NonortReports—1 |
oo eeeoor |
EEEET—
[Utllitles | |

Most Recently Used

Server Admin

Please edit ar confirm the following security
for this job.

and agent information

Object User Name

Password | Agent

Cancel |
Security... | -
Agent... |

Help |

Manage Cloud-based
Devices...

Manage Disk-based
Devices...

Group Mame PGRPO

| Group Type ‘ Regular group |

Job Status Manage Device

— Groups... \10.250.242.126\backup', b

Backup

Device Manage Device Group

Properties...
Support ” Feedback ‘
¥ 4 I_DI i Browse Cloud LI

[ [ [Default Server:TVANW-WaKE-02 |e:21PM
S‘ Rethinking Backup in a Multifaceted World @
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6. Enter the backup Job Name, choose Job Execution Time, then click OK.

CA ARCserve Backup - [Backup]

"File Quick Start  Wiew Backup  Window Help

=[Ol
=& x|

-
@3@5} W&%%@

=

Options  Filker

-3 Vigw
E Start = | Source = | Schedule
.ji] Job Status I~ Multistreaming s Homberof Sreams [ a1 | 7 Use Any Group | Media: |
ﬂ Backu r Submit Job 21 x] ,IE
I@ Archive = [ JobDetals - Job Execution Time
= Job Type % Run Now
-d‘ Restore Backup (o
| Fiun How Job ey
% Server Admin lﬁ
LSRR | Source Nodes BN 2
'[5 Dashboard) IENW-W2KE02 (0.0.0.0]  Thiough Agent E2030 P =
Destination Node ™ Submit on Hold
. oo .. Group Mame  PGRPD =
Monitor & Reports E Media Name >

Source Priarity |

Protection & Recovery E
Save Job |

Administration E

Job Name: Save Template I
i — Frofih Creck |

—

Most Recently Used oK I Cancel | Help I oup ‘
Server Admin q Device Information
Job Status Manage Device
T Groups... CIFS \W10.250.242.126\backup’, [
Backup
Device Manage Device Group
Properties...
Su| rt H Feedback ‘
BES v 4 v Browse Cloud 4|
[ [ |Default Server: IvANW-W2KS-02 |&:20PM
[ What's New in CA ARCserve D2D for Windows ri6.5 Update 17 =
7. When the backup job runs, check Job Queue display in Job Status window.
CA ARCserve Backup - [Job Status] [_ O] x]
[ﬂ File CQuickStart View Job Status Window Help - ﬁ‘lﬂ

28 2 L) X Job Tape DB

¥ 4 B

Load Modify  Resche... Stop Custam. .,

= [/ 2K8-02 - @ @ @

=

Delete

= 7

Refresh Print Log

E E-Q CA ARCserve Backup Domain:
=g IVANW-W2KE-02 ( [VANY
] TvaNw-w2Ks-02
fo- 5 TwARW-RHELE-DL

Job Histary | Activity Log = | AuditLog > |

Job Mame Backup Server “| Status
3

Job Status

Backup

Execution Time

| Database pruning job TYAM-WZKE-D2 1 il Howo
Archive lamel

i)
3
94
@ Server Admin
B

Restore

Dashboard

Infrastructure
sualization

Monitor & Reports E
Protection & Recovery E

11/09/2013 11:00 AM

S —— |
Administration E

Job Detail Job Log
E—

Most Recently Used Backup to Media
Host Machine IVANW-W2IKE-02
Server Admin
. Job Owner caroot
Job Status
Ovmer Password EEEAEEEE SR LRSS
Backup
- il IVANW-W2IKE-02
Device Domain Name

‘ Support H Feedback Source Targets

IVANW-W2KB-02 Windows System Machine
Y al | B - =
[ |Default Server:TVANU-W2KE-02 [ [12:11 AM
ﬂ Rethinking Backup in a Multifaceted World @
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Set up DR Native Replication & Restore from Replication

Target

Note: Assume DRI is the replication source DR appliance, and DR2 is the replication target DR appliance.
‘ARCsource’ is the replication source container, and ‘ARCtarget’ is the replication target container.

Create DR Native Replication Session

1. Create a CIFS container '"ARCsource’ on DR1; create a second CIFS container 'ARCtarget’ on DR2.
For each of the containers, on ARCServe server configure a Windows File System Devices within

same group.
T CA ARCserve Backup - [Device] =] B3
Q File Quick Stark  Wiew Device ‘Window Help =1
»
@2 8 = [ a3 x Job Tape DE o =
o [ DAVIDD WaKE 2 Heea El =5
= Cloud Conne... | Cloud-based... | Disk-based ... | Device Groups  Group Pro... | Browse Clou
e ——
— Disk-based Devices Configuration <DAYIDD-W2K§-02
ﬂ] Job Status
a N il Defics Add | Remove | Security... I
] Drevice Mamne | Drescripkion | [rata File Location | Index File Location | Group Marne | Tape Marne | g
@ Archive = Windows File System Devices
- @ FSDL FS Description 1 1410.250.242, 1 26\ARCsource GROUPL 1
\j Resti
lq| Restore @) FsDz  FSDescriptionz 110,250,224, 190\4RCrarget GROUP1 1
; eSO DEYICES
% Server Admil
% Dashbhoard -
Infrastructur
1| | »
2K G-02
Primary Server
< Back Mext > Cancel | Help | -
Most Recently Used Y TR IDERAED
=S GrOUpS ..
| Support H Feedback | 3y Manage Device Group
¥ - Properties... LI
[ [ |Defaulk Server:DAVIDD-W2KS-02 [Domain: DAYVIDD-W2KS-02 Logged on: caroot [7:23PM
Eﬂ ChA Technaologies ARCserve MSP Program 3.0 Sets Mew Standard for Simplicity and Service Provider Enablement @
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2. From DR1's GUI management interface, under Replication menu, click on Create. Set 'ARCsource’
container as replication source, set DR2 'ARCtarget’ container as replication target. Start the
replication session, or make sure the replication session is Online. You can Stop and/or Delete the
replication whenever it's in INSYNC mode.

ML DR4100 root (Log out) | Help
rampoz-sw-01 testad.ocari |« Replication Create | Edit | Delete | Stop | Start | Bandwidth | Display Statistics

B Global View
=

Mumber of Source Replications: 2

Local Container Hame Role Remote Container Name Peer State Bandwidth Select

., | 10.250.224 190
mcsou = : ARCtargEt m Derault n
Container Stati

Replication source 10.250.224.180
target

Storage

Containers

Online Default ®

Schedules
System Configuration
Support

Copyright ® 2011 - 2013 Dell Inc. All rights reserved.
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42 Restore from Replication Target

1. Restart ARCserve services. Go to Administration - > Device. Check and verify the target device.

CA ARCserve Backup - [Device] [-[O]=]
Q File Quick Start  View Device Window Help -|E‘|£|
o x Job Tape DB t, €&
Ll A [CAMDDWERE12 1006 N S & B E ] E5)
-3 Cloud Canne... | Cloud-based... Disk-based ... | Device Groups Group Pro... | Browse Clou
B 12/04/13 12:17 &M

[=-EH DAVIDD-W2KE-02

% Server Admin
?D Central Agent Admin
Device ;I
) ) ) : Manage Cloud-based Device Information
5 Device Confiquration ‘Devices... Vendor FsDz
g. ; Device Wizard Manage Disk-based P.ruduct Lme
I Devices... Firmware 10
[ | N Version .
Device Group q
@ Confiquration Manage Device SCSI . WA
— S Groups... Compliance
Q Media Pool Serial Mo, gen3010FSDZ
Manage Device Group -
lﬂ d Properties, .. Device Path 10,250,224 190NARCargety
MM Admin Wolume
[F2 2 Browse Cloud Capacity 186671 MB
Falder...
g Database ;gg”;ge Used | oocia ma (18.20%)
i Offline
=R ;;L“D”;E Free | ooiee ma (81.80%)
| Support H Feedback Refresh
Enaplock Mo
v =
[ [ |pefault Server:DAVIDD-W2KS-02 |Domain: DAVIDD-W2KE-02 Logged on: caraot [12:47 A
F:-l’ whats” New in CA ARCserve Backup rlé @

2. Go to Quick Start - > Restore. Configure a restore job. Run the job to restore from the target

device.

A ARCserve Backup - [Restore] =] B3 .
<% Fle quickStart iew Restore ‘Window Help & x|
@ 8 % EY o ox Job Tpe DE ? 3

D00 2K.8-02 -I SO 9 @ §3 @
A Submit | Options  Filker Wigw
i Destination % | Schedule |
_ﬂ] lob Status I@Hesturs by Backup Media 'I
’q Backup Group |GROUFT Media [12/0413 7217 AWM Session | 1ﬁ
[@ Archive ) i Servers
= <Device: 2= 12/04/13 12:17 AM
-q; Restore
% Server Admin
[P pashboard B Tlaud =
ashboars Fnrﬁ;;f_ﬁl ou Medium Type Random Access —I
Infrastructure . Density Code Default
ualization i Format... Format Type Prime
E {Erase... Block Size 512
s COMmpression...
. . i Refresh Narne FsDz
E Configuration EDE;V{TL:H%TUBMM:3JBUS:DJSCSI
Device Path 10,250,224, 190MAR Ctargety,
Volurne Capacity 156671 MB
Most Recently lsed valume Used Space 26520 MB {18.20%)
I Wolume Free Space 128151 MB (81.80%) I
| Support ” Feedback | ., v
¥ -~
[ [ |Default Server:DAVIDD-W2KE-02 |Domain: DAVIDD-W2KE-02 Logged on: caroot [12:52 am
F:l’ CA ARCserve® Family of Products rié Release 7 e
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5 Set Up the DR Series Deduplication Appliance Cleaner

The cleaner will run during idle time. If you workflow does not have a sufficient amount of idle time on a
daily basis then you should consider scheduling the cleaner which will force it to run during that
scheduled time.

If necessary you can do the following procedure as described in the screenshot to force the cleaner to
run. Once all the backup jobs are setup the DR Series Deduplication Appliance cleaner can be scheduled.
The DR Series Deduplication Appliance cleaner should run at least 6 hours per week when backups are not
taking place, generally after a backup job has completed.

Performing scheduled disk space reclamation operations are recommended as a method for recovering
disk space from system containers in which files were deleted as a result of deduplication.

ML DR4100 Help | Log out
EdwinZ-SW-01 =

Edit Zchedule

Cleaner Schedule

Schediile Cleaner
System time zone: US/Pacific, Fri Jul 5 05:00:41 2013

Mote: When no schedule is set, the cleaner will run as needed.

Container

B Stons Replication Day S =
Containers sun - -
Replication Mon - -
Compression Level Tue - -
Clients Wed - -

B Schedules Thu - —
Replication Schedule Fri - —

B - System Configuration
Meiworking
Active Directory
Local Workgroup Users
Email Alerts
Admin Contact Info
Password
Email Relay Host
Date and Time

B Support
Diagnostics
Software Upgrade
License

Copyright ® 2011 - 2013 Dell Inc. All rights reserved.
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Monitoring Deduplication, Compression and Performance
After backup jobs have completed, the DR Series Deduplication Appliance tracks capacity, storage savings
and throughput on the DR Series Deduplication Appliance dashboard. This information is valuable in
understanding the benefits the DR Series Deduplication Appliance.

Note: Deduplication ratios increase over time; it is not uncommon to see a 2-4x reduction (25-50% total
savings) on the initial backup. As additional full backup jobs complete, the ratios will increase. Backup
jobs with a 12-week retention will average a 15x ratio in most cases.

DR4100
EdwinZ-SW-01
Monitor Dedupe,

Compression &

= Dashboard

L

Dashboard

Performance
u Syslem Stale; optimal u HW St1ale gpiimal

Capacity Storage Savings
Toom: 1h 19 A4
Sadings ()
" Time (minilas Tima (minules)
W Tols M Read
M Fr
Sysvem Information
Produc Hama CRL100 Todal Savings ATE2 %
System Harms EcwinZ-5-01 Total Mumiber of Files in All Contansns 107
Software Varsion 2101650 Humber of Contaifers 2
Current DaterTirms Fri Jul & 05:04:20 2013 rurmzer of Containers Replicabed ]
Curani Tiene Zone ISP 3oific Acthos Bytes 1.2 Gil T,
Claaner Stabus il
Copymight © 2011 - 2013 Dell Inc. All iights resersed
J
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A Appendix

Al Create a Storage Device for NFS

For NFS backup using the CA ARCserve, a target folder needs to be created as NFS share directory. This is
the location to which backup objects will be written. This is not required while adding CIFS share.

1. Mount the DR Series Deduplication Appliance NFS share onto the NFS share directory which
backup objects will be written in the CA ARCserve.
Check the NFS access path:

Edit Container: backup
= = required fields
Connection Type™ ) No Access @ NAS (NFS, CIFS) ) Rapid Data Access (RDA) (7

MFS CIFS
BOZ-5W-

IS l TS aCCess path: 10 250 242 125 contanera/backup l CIFS share path: 110 250 242 126\backup tatistics
Use NFS to backup UMEC or LINUX clients. Use CIFS to backup MS Windows clients.
[V]Enable NFS [¥]Enable CIFS itainers
Client Access: Client Access: . lect
Open Access (all clients have access) Open Access (all clients have access)
MFS Options: =
@ rw [Tlinsecure

) ro

: Map rootto: «

root [+]

Cancel Modify this Container

Date and Time
Support

Copyright ® 2011 - 2013 Dell Inc. Al rights reserved.

2. Mount NFS access path in Linux agent server
Example:
[root@IvanW-RHELG6-01 mnt]# mount 10.250. 126: /containers/backup Smnt)
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